Dear Stratfor Reader,

our data systems were breached and leak of data is highly possible. That is why we strongly discourage you to open e-mails and attachments from doubtful senders and urge you to check all e-mails and attachments with antivirus.

We also warn you about the distribution of harmful software through our website! In order to protect your data we strongly recommend you to download McAfee antivirus and check your computer for Win32Azee virus:

[http://stratfor.com/av](http://stratfor.com/av) A CLOAKING URL, UNDERLYING URL LIKELY IS MALWARE

Sincerely, STRATFOR administration!

STRATFOR

221 W. 6th Street, Suite 400

Austin, TX 78701 US